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The Federal 21st Century Cares Act requires Electronic Visit Verification (EVV) to be fully operational by January 1st, 2020.  PA aims to be fully compliant and therefore requires ALL providers in PA to be compliant by that time.  
 
MatrixCare Mobile app is the tool we will be using as the electronic method to collect the GPS location, clock-in and clock-out times, and documentation of all tasks provided by each and every SSP.  It is HIPAA compliant.
 
There will be two four-week roll-outs:
1. Starting December 1, 2019: Lancaster, Northumberland, Centre, Lycoming, Clinton 
1. Starting December 15, 2019: Dauphin, Cumberland, Perry, Lebanon, Columbia, Montour, Snyder, Union
 
We understand that this change will impact you.  We have tested the roll-out of MatrixCare Mobile app across earlier groups to help us improve this process.  (We can always improve, and welcome input.)
 
This is the Sixth email that we have sent out regarding this change.  There will be a total of 7 as there is a lot of information to convey; coming up:
1. UCP EVV: 7. Tips, tricks, and traps
 
EVV requires the use of location services (using the GPS on your mobile device) and the ability to upload the EVV data to PA's database.  
 
The collection of this data ONLY happens at the precise moment that you click on the Check-In and Check-Out button.  No other data is collected through the app or transmitted through the app.  
 
Your privacy and the privacy of all our stakeholders is important to UCP Central PA and our partners.  UCP Central PA nor MatrixCare Mobile App collect, monitor, nor store any data that is not directly required for the processing of EVV and service documentation.  
 
The data that is transmitted goes directly into MatrixCare's HIPAA compliant servers.  The MatrixCare Mobile App is written by MatrixCare--also known as Soneto--and is HIPAA compliant.  We have been running it on our own devices to test it.  UCP Central PA has a longstanding relationship with MatrixCare to manage our AWC related data.  The systems are trusted and reputable.
 
Encryption is a technique that "hides" data by "scrambling" the data up using a special code.  Without the code, the data is nearly impossible to read.  The encryption used by MatrixCare Mobile App is HIPAA compliant.
 
Any private or protected data that is stored on your device by the MatrixCare Mobile App is stored in an encrypted file format, so that it is protected if your phone is ever lost or compromised.  Any data transmitted by the MatrixCare Mobile App is done so in an encrypted format.  The data protection mechanisms employed by MatrixCare Mobile are HIPAA compliant.



